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Data protection statement as well as information for data subjects in accordance with 

art. 13 and art. 14 EU-General Data Protection Regulation (GDPR) 

 

General information 

The responsible party in terms of the GDPR and other national data protection laws of the 
Member States and other data protection provisions is: 

PERI SE 
Schalung Gerüst Engineering 
Rudolf-Diesel-Straße 19 
89264 Weißenhorn 
Germany 
 
Tel.: +49 (0)7309.950-0 
Fax: +49 (0)7309.951-0 
info@peri.de  
www.peri.de 
 

Contact data of the data protection officer 

Our data protection officer can be reached as follows: datenschutz@peri.de  

 

General data processing information 

Affected data: 

Personal data will only be collected if you inform us of this yourself. In addition, no personal data 
is collected. Any processing of your personal data that goes beyond the scope of statutory 
authorisations is only possible on the basis of your express consent. 

Affected data: Data communicated in order to execute the contract; if 
necessary, additional data for processing on the basis of your 
express consent. 

Purpose of processing: Execution of the contract, incl. planning of projects. In addition, 
we use the data to improve the application. 

Categories of recipients: Public authorities in the case of priority legislation. External 
service providers or other contractors, subsidiaries, etc. for 
data processing and hosting. 

Third country transfers: No data is transferred to third countries. 
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Specific information concerning this application 

Description and scope of data processing 

Each time the application is accessed, our system automatically collects data and information 
from the computer system of the accessing computer. 

In connection with this, the following data is collected: 

1. Encoded (encrypted) Organisation 
a. PERI CAD based on the domain and computer name creates an organisation (not 

your company),  
i. for external users of PERI CAD (not member of PERI Group): Value “EXTR” 

is created and shared with PERI,  
ii. for internal users of PERI CAD (member of PERI Group): e.g. “DEWHN” is 

created and shared with PERI  
2.  Encoded (encrypted) User ID 

a. encoded user ID is created from the username and domain 
i. Example of User ID created with PERI CAD 

“eMpOVEQ92LBI9hzXZ8ee2Q” 
b. no personal Data is stored, PERI based on the collected data in PERI CAD cannot 

identify the end user 

The stored data is processed for statistical purposes. Storage of this data together with other 
personal data of the user does not take place. 

The legal basis for the temporary storage of data and log files is art. 6 para. 1f GDPR. 

 

Ordering process of PERI CAD 

Personal data (Computer name, User Name, Company Information) collected with the ordering 
process of PERI CAD will be stored and processed. Collected data will be used for the ordering 
process, activation and management of application licencing. The data is deleted at regular 
intervals as soon as it is no longer required to achieve the purpose for which it was collected. 
The legal basis for the processing of these data is art. 6 para 1b GDPR. 

 

Purpose of data processing 

The data is used to optimise the application and to ensure the security of our information 
technology systems. In this context, an evaluation of the data for marketing purposes does not 
take place. For these purposes, our legitimate interest lies in the processing of data in 
accordance with art. 6 para. 1f GDPR. 

 

Duration of storage 

The data is deleted at regular intervals as soon as it is no longer required to achieve the purpose 
for which it was collected.  

 

Possibility to oppose the storage of date and to eliminate data 

The collection of the data for the provision of the software and the storage of the data in log files 
is essential for the operation of the application. As a result, there is no possibility to oppose on 
the part of the user. 
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Transfer of data to third parties 

Your data will only be passed on to third parties if you have consented to this (Art. 6 para. 1 letter 
a) GDPR), if this is necessary within the scope of our legal obligations (Art. 6 para. 1 letter c) 
GDPR) or if this is necessary to protect our legitimate interests or the legitimate interests of a 
company affiliated with us within the meaning of § 15 of the German Stock Corporation Act 
(AktG) (Art. 6 para. 1 letter f) GDPR). A list of our group companies is available here: 
https://www.peri.com/en/company/sales-contacts-worldwide.html. Our legitimate interest lies in 
the uniform administration of customer and prospective customer data throughout the group. 
Please note that our affiliates may be located outside the EU, and therefore in a country that 
does not provide an adequate level of protection in accordance with EU data protection 
requirements. We undertake to take all reasonable steps to ensure that users' personal data are 
adequately protected when transferred to a country other than the one in which they are located 
and that this protection complies with the criteria set out in this privacy statement. 

 

Application Insights 

We use Application Insights in some of our services and apps. This is a service of the Microsoft 
Azure cloud platform, One Microsoft Way, Redmond, WA 98052-6399, USA ("Microsoft").  

This service collects telemetry data relating to the application that is used. These data are 
anonymous statistical data. It is not possible to produce a personal reference on the basis of this 
data.  

On the following page, Microsoft describes in detail what Application Insights does, what data is 
processed, and how long they are stored:  

https://docs.microsoft.com/de-de/azure/application-insights/app-insights-data-retention-privacy 

Application Insights places a cookie in the browser of the website visitor. This allows an analysis 
of the visitor's use of the website. The information generated by the cookie about your use of our 
website is usually transmitted to a Microsoft server within the EU and stored there. In exceptional 
circumstances, Microsoft may also transfer the data for maintaining the service to servers 
outside the EU. 

For more information from Microsoft concerning data protection and Azure, visit: 
http://azure.microsoft.com/en-us/support/trust-center/privacy  

 

Further information and contacts 

In addition, you may invoke your claims for access, rectification, or cancellation at any time. You 
can also limit the processing of data or exercise your right to object to the processing of data. 
You may also exercise the right to data portability. This is where you will find the opportunity to 
contact us by e-mail: datenschutz@peri.de or by letter to the postal address of the responsible 
party. In the event of complaints, you also have the right to contact the data protection 
supervisory authority. 
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Rights of the data subject 

 

Right to information, correction, deletion, restriction and transfer 

If the legal requirements are met, you have the right to request information from us about 
personal data or data processing concerning you (Art. 15 GDPR), correction, deletion and 
restriction of personal data or data processing concerning you (Art. 16 to 18 GDPR), and the 
transfer of personal data concerning you (Art. 20 GDPR). 

 

Right of revocation 

In addition, you have the right to object to data processing based on a "legitimate interest" of the 
controller pursuant to Art. 6 para. 1 letter f) GDPR if the legal requirements of Art. 21 GDPR are 
met. 

You have the right to revoke your data privacy declaration of consent at any time. The revocation 
of consent shall not affect the legality of the processing carried out on the basis of the consent 
until revocation. 

 

Automated decision in individual cases including profiling 

You have the right not to be subject to a decision based exclusively on automated processing 
– including profiling – that has legal effect against you or significantly impairs you in a similar 
manner. This does not apply if the decision 

(1) is necessary for the conclusion or performance of a contract between you and the 
controller, 

(2) is admissible under the laws of the Union or the Member States to which the controller is 
subject, and where such laws contain appropriate measures to safeguard your rights and 
freedoms and your legitimate interests, or 

(3) is taken with your express consent. 

 

However, these decisions may not be based on special categories of personal data pursuant to 
Art. 9 para. 1 GDPR, unless Art. 9 para. 2 letter a or g applies and appropriate measures have 
been taken to protect your rights and freedoms and your legitimate interests. 

In the cases referred to in (1) and (3), the controller shall take reasonable measures to safeguard 
your rights, freedoms and legitimate interests, including at least the right to seek the intervention 
of a person by the controller, to state your position and to challenge the decision. 

To exercise all these rights, please contact us at the e-mail address: data.protection@peri.com  
or the postal address of our data protection officer: Dr. Sebastian Kraska, Marienplatz 3, 80331 
Munich. 
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Right of appeal to a supervisory authority 

Pursuant to Art. 77 para. 1 GDPR, you have the right to complain to the supervisory authority if 
you believe that the processing of your personal data is not carried out lawfully, and in particular 
if it violates the GDPR.  

The address of the supervisory authority with jurisdiction over us is: 

Bayerisches Landesamt für Datenschutzaufsicht  
[Bavarian State Office for Data Protection Supervision] (BayLDA)  
Promenade 27 
91522 Ansbach 
Germany 
 
 
Tel.: +49 (0) 981 53 1300 
Fax: +49 (0) 981 53 98 1300 
Email: poststelle@lda.bayern.de  
 

mailto:poststelle@lda.bayern.de

